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| **Job Description** |
| **Job Search Criteria**:   * Role type: Penetration Tester * Tasks: Conducting penetration tests on systems and networks to identify vulnerabilities. Providing detailed reports on identified vulnerabilities and recommending mitigation strategies. Collaborating with IT teams to implement security measures. Staying current with industry trends and emerging threats. * Skills: Proficiency in ethical hacking techniques. Strong understanding of various cybersecurity frameworks. Knowledge of penetration testing tools (e.g., Metasploit, Burp Suite). Excellent analytical and problem-solving skills. Effective communication skills for report writing and client communication. * Experience level: Mid-level penetration tester * Location: Singapore * Salary Range: n/a |
| **Role**: As a Penetration Tester, you will play a critical role in identifying and mitigating security risks within our systems and networks. Your expertise will contribute to ensuring the resilience of our organization against potential cyber threats. |
| **Relevant Experience and Skills**:  Experience:   * Conducted penetration tests. * Collaborated with IT teams to remediate identified vulnerabilities. * Participated in red teaming exercises.   Skills:   * Proficient in using tools such as Metasploit, Burp Suite, and Wireshark. * Familiarity with various operating systems and network protocols. * Strong understanding of web application security. * Certified in relevant certifications (e.g., OSCP, CEH). * Effective communication skills for client interactions and report writing. |
| **Company Description**: Synapxe is the national HealthTech agency inspiring tomorrow’s health. The nexus of HealthTech, we connect people and systems to power a healthier Singapore. |
| **Elevator Pitch** |
| "Hello, I'm Kirk, a passionate Penetration Tester with a mission to fortify digital landscapes against cyber threats. As a mid-level professional, I've honed my skills by conducting penetration tests, collaborating seamlessly with IT teams to remediate vulnerabilities, and actively participating in red teaming exercises.  Proficient in ethical hacking technique, I bring a robust understanding of cybersecurity frameworks. My expertise extends to using tools like Metasploit, Burp Suite, and Wireshark, ensuring a comprehensive approach to identifying vulnerabilities across various operating systems and network protocols.  In my role, I've contributed to the resilience of organizations, and I'm excited about the prospect of bringing this dedication to Synapxe, Singapore's HealthTech agency. Synapxe's commitment to powering a healthier Singapore aligns with my goal of safeguarding critical systems. I am eager to leverage my skills and collaborate in identifying and mitigating security risks, ensuring the utmost resilience against potential cyber threats.  Let's join forces in inspiring tomorrow's health and fortifying the digital backbone of Synapxe together." |
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